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Abstract. While the world has seen many proposals for digital signa-
tures in the decades since they were first proposed, some have proved to
be more heavily cited than others. The RSA paper is an example of a
paper that exhibits both positive and negative attributes in the search
for a high H-factor.
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1 Background

In the search for academic fame, authors have several options available to them.
The primary currency of academic fame is of course citations to their papers.
The more citations, the better. Some notably well-respected papers are listed in
Table 1.

In the years since the original proposal of Rivest, Shamir and Adleman, the
RSA algorithm has stood the test of time. This is in spite of the fact that there
has never been a convincing argument for security that didn’t depend on the
utter ignorance of mathematicians. The scheme is now so well known that every
undergraduate with an oscilliscope or an extra desktop computer has tried to
attack it, so it must have done something right. This reinforces the fact that a
paper with a good idea will gather many citations. At the same time, we believe
that the RSA authors overlooked one factor in their search for academic fame.

A paper may gather citations for at least three reasons:

1. it’s a truly great paper. OK it’s possible but rare.

2. it impresses readers when they think you actually read the paper, because
it’s impossibly complicated. For this reason we often like to cite [W] and
[TW] because it makes us look smart.

3. the paper has some other reason to attract attention.

We have no way to determine the reason why a paper gathers many citations,
but we believe that the there is in fact a strong third reason that is unexploited.

? This paper was written under pseudonyms in order to enhance citations. The author
pseudonyms were chosen in a way to describe this paper when it is cited.
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Table 1. Citation counts for famous crypto papers

Authors Year Citations

Rivest, Shamir, Adleman 1978 22,918
Diffie-Hellman 1976 22,255
El Gamal 1984 10,821
Kocher, Jaffe, Jun 1999 8,814
Boneh-Franklin 2001 9799

2 A new approach to gather more citations

We hypothesize that a paper will gather more citations if doing so encourages
people to pay attention. In the field of computer science, a paper is often cited
by an acronym formed from the first initials of last names of authors. Thus when
someone cites [RSA], the choice of a bibliography style will determine whether
it appears with a numeric index into the bibliography, or possibly another string
like Rivest, et. al 78.

In recent years we have noticed that many presentations use an acronym
formed from the first initial of lastname of the authors. This leads us to hypoth-
esize that a paper will gather more citations if it has a pronouncable acronym
generated from the first letters of the last name of the authors. The appeal of
the citation may in fact depend on the attractiveness or novelty of the acronym
formed from the first letters of last name of authors. As an example, we believe
that the RSA paper would have gathered more citations if the authors had ap-
peared in alphabetical order. People would have enjoyed saying it and would
have been anxious to cite it. The security community of the world wide web
missed a similar opportunity when HTTP was being enhanced with encryption.
At the time there were two competing proposals called HTTPS and S-HTTP.
As it turns out, HTTPS was a better design for security, but the community
would have been able to enjoy laughs for decades if URLs had been pronounced
starting shit-pee-colon-slash-slash-www....

There are a number of examples of papers that have fortuitous combinations
of authors, but they sometimes miss the mark in various ways.

[FGMO] would have been more impressive if the authors were out of alphabetical or-
der. We believe that Ostrovsky and Maurer should have held out for OMFG.

[MOM] should have more citations than expected. Who doesn’t like their mom? Evi-
dently Morita, Ohta, and Miyaguchi knew this when they became coauthors.

[STU] and [STU2] would have benefitted from having Amos Fiat or Matt Franklin
as coauthors in appropriate priority, particularly if they had shifted the topic
to denial of service attacks.



A Method for Obtaining Digital Signatures and More Citations 3

3 Choice of coauthors

The cases of the previous section indicate that authors should take care in their
choice of coauthors if they want to benefit from a good acronym. It should also
be obvious that nobody wants to be a coauthor with Aaron Aardvark, because
they are destined not to be listed as a first author. We therefore advise that
researchers should keep their eye out for convenient combinations of coauthor
names, and adjust their collaborations to exploit this.

One classic case of a fortuitous combination is provided by section 1 of [WTF]
This paper has received many more citations than it should have, because of the
amusing part of section 1 where they cite another paper. We believe that upon
meeting, the authors Cox and Zucker should have recognized that they should
work together on a publication about a device.

While it might seem attractive to choose a large number of coauthors, and ar-
range the priority of authors in order to produce a good acronym. Unfortunately,
there is a declining return on this approach, because authors who insist on a par-
ticular priority of authors may end up with something like [CDLLMMRAGGLMMMPPZ].

It is not only important to choose your coauthors carefully, but also to adhere
to thematic consistency on the topic. Thus for example, the authors of the paper
[SIFT] should have chosen to work on number field sieve instead of identity-
based cryptosystems. Moreover, the authors of [POLLS] should have written
their paper on elections. Similarly, [AES], [AES2], and [DES] should have been
written about block ciphers. The paper [AMP] should have been written on the
topic of differential power analysis.

Sometimes a paper can leave a bad impression from reading it, but it may
also warn against reading the paper if the authors are not chosen carefully. We
believe this may have affected [OOF], [DIM], and [FLOP]. One might expect the
contribution of [NIT] to be a small one. The impact from [SHITY] might also
be underestimated from the acronym.

Sometimes the choice of authors can result in an unfortunate suggestion that
someone else wrote the paper. For example, it would be a fallacy to believe that
Joppe Bos wrote the paper [BOS], but someone listening to a talk that cites
the paper might naturally assume this is the case. The same goes for [ADI] and
[CHOR].

Another example of a successful example is [HOT], because it sounds like
it was written in a hot field, and you might be compelled to read it. Another
example is [GLOW], because it sounds like it has an aura around it.
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