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Problem 2: Adv  queries with 
strings that are “close” to the 
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we construct: stand-
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no unconditional 
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Conclusion

• black-box compiler any extractable commitments => UC-
commitments

• Extractable commitments from Malicious PUFs => the first 
unconditional UC-security with PUFs

• Extractable commitments from Stateless token admitting 
arbitrary malicious adversary => the first unc. UC-secure 
protocol with stateless tokens. Complete the picture of 
unconditional UC security with stateless tokens.

• Unconditional OT with malicious PUFs??



Thanks


