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Homogeneous CLWE [BRST21]

@ Secret w € R™: [|w| =1

@ Samplesy € R™:
» normally distributed in w
» noisy discrete Gaussian in direction w.
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hCLWE assumption

Given a polynomial number of hCLWE samples, it is hard to distinguish them from standard
normal samples.
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@ Enc(0): sample t <+ {£1}" and output ¢ := round(At)
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Security of Encryption

Let A be the public key, t < {£1}™ N« N(0,1)"*™ and g +~ AV(0, m)". Then

(A, Enc(0))
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(A, Enc(0)) = (A, round(At))
~hcrwrk (N, round(Nt))

~a=0.01 (N, round(g))
~hCLWE (A,I'OLll’ld(g)) = (A,EIIC(].))

Proof Strategy
© Define a suitable rounding function

© Show that the probability of Nt landing in a set S = round~!(c) is approximately equal to
its Gaussian measure £(S) (Gaussian hypercontractivity)
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