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## The FESTA trapdoor

$$
\begin{array}{ll}
P_{0} \\
Q_{0}
\end{array} \quad \phi \quad \begin{aligned}
& \mathrm{P}_{\mathrm{A}}
\end{aligned}=\left[\begin{array}{l}
{[a] \phi\left(\mathrm{P}_{0}\right)} \\
\mathrm{Q}_{\mathrm{A}}
\end{array}{ }^{\left.-1 a^{-1}\right] \phi\left(\mathrm{Q}_{0}\right)}\right.
$$
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## The FESTA trapdoor

$$
\begin{aligned}
& P_{1}=[\beta] \psi\left(P_{0}\right) \\
& Q_{1}={ }^{\left[\beta^{-1}\right]} \psi\left(Q_{0}\right) \\
& f_{E_{0}, P_{0}, Q_{0}, E_{A}, P_{A}, Q_{A}}(\Psi, \sigma, \beta)
\end{aligned}
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$$
\begin{array}{ll}
P_{1}=[\beta] \psi\left(P_{0}\right) & P_{2}=\left[\begin{array}{ll}
{[\beta]} & \sigma\left(P_{A}\right) \\
Q_{1} & \left.Q_{2}\right] \psi\left(Q_{0}\right)
\end{array} Q_{\left[\beta^{-1}\right] \sigma\left(Q_{A}\right)}\right.
\end{array}
$$

$$
f_{E_{0}, P_{0}, Q_{0}, E_{A}, P_{A}, Q_{A}}(\psi, \sigma, \beta)=E_{1}, P_{1}, Q_{1}, E_{2}, P_{2}, Q_{2}
$$
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$$
\Rightarrow \begin{gathered}
\bar{\Psi} \phi \sigma\left(\mathrm{P}_{1}\right)=[\operatorname{deg} \psi]\left[\alpha^{-1} \mathrm{P}_{2}\right. \\
\bar{\psi} \phi \sigma\left(\mathrm{Q}_{1}\right)=[\operatorname{deg} \psi][\alpha] \mathrm{Q}_{2}
\end{gathered}
$$
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## The FESTA PKE
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$\Downarrow$
OAEP transform
IND-CCA2 security in the QROM
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## Encrypt

1. Sample random rnd
2. $\psi=(m| | 0 . . .0)+H(r n d)$
3. $\sigma, \beta=G(\psi)+r n d$
4. $c t=f(\psi, \sigma, \beta)$

## Decrypt

1. Compute $\psi, \sigma, \beta$
2. $\mathrm{rnd}=G(\psi)-(\sigma, \beta)$
3. $(\mathrm{m} \| 0 \ldots 0)=\psi-H(\mathrm{rnd})$
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Ad-hoc approach based on
Cornacchia's algorithm

$$
\Rightarrow \quad \text { ord } P=\operatorname{ord} Q=2^{b}
$$

$$
\Rightarrow \quad m_{1}^{2} \operatorname{deg}\left(\psi \phi_{1}\right)+m_{2}^{2} \operatorname{deg}\left(\phi_{2} \sigma\right)=2^{b}
$$

$$
\text { with } \phi=\phi_{1} \phi_{2}
$$

$\operatorname{deg}(\psi), \operatorname{deg}(\sigma)$ are $2^{12}$ smooth,
$b=632$,
$p \approx 2^{1292}$

Results
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## Paper

https://eprint.iacr.org/2023/660.pdf

## Source Code

https://github.com/FESTA-PKE/ FESTA-SageMath

