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Future Work

Does an unreactive world enable more fair functionalities?

Can we fairly toss a coin that agrees with > + non-negl(A) probability?

How to instantiate our upper bound protocols?
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