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MPC: allows group of parties to securely compute  
joint function on private inputs

Solitary MPC: only a single designated party  
obtains output
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