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- Comparatively few security results
- Existing results require strong idealization
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\begin{aligned}
& \text { Sign }(\mathrm{sk}=x, m): \\
& \hline r \stackrel{\wedge}{s}^{s} \mathbb{Z}_{p}^{*} ; R=g^{r} \\
& h=H(m) ; t=f(R) \\
& s=\frac{h+x \cdot t}{r} \\
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- $\varphi$ : 2-to-1 function
- : bijection $\leftarrow$ modeled as bijective random oracle
- $\psi$ : arbitrary
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- Problem 1: Simulate successfull adversary without secret key
- Solution: Use the assumption attacked by the meta-reduction
- Free-Base One-More Discrete Logarithm assumption (FBOMDL)
- Provides access to a DLog oracle (relative to a chosen base element)
- only usable if we get more challenges
- Problem 2: How to extract all solutions?
- Solution: AGM and clever simulation of $\left(\bar{\Pi}, \bar{\Pi}^{-1}\right)$
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## Interpretation

- Is ECDSA now broken?
- No, but the proofs require strong, potentially unrealistic assumptions
- Isn't the $q$-FBOMDL assumption really strong?
- Yes, but only used for meta-reduction
- Can we get around these problems? Yes
- Find non-algebraic/non-black-box reductions
- Use stronger assumptions


## Thank you!
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