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Agreement: All honest parties output the same value v.
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System Model:

* Synchronous Setting

* Adversary can corrupt up to ¢t < n/2 parties.
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Round Complexity Lower Bound [DRS90]: Byzantine Agreement terminates in min(f+ 2,t + 1)

Related Work:

Resilience Round Complexity
NL24] t<n O(min(f>, 1))
AD15 t<nl/3 min(f+2,t+ 1)
PT88: t < nl2 min(2f + 4,2t + 2)
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Resilience Expected Complexity Worst-Case Complexity
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t < n/2 O(1) (1+e)-f
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Building Block 1: Detect Malicious Parties

Constant
/

* Runs for d + 4 rounds

* Parties either have
agreement (Correct) or

Correct-or-Detect
Broadcast[FNQO9]

identify d malicious parties
(Detect)

y; € 10,1}, det; € {C,D}, f, C [n]
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Proof of Participation

®* One round: Each party sends
an honesty message to party

Pj if it is not on its faulty list.



Building Block 2: Restrict Detected Parties

®* One round: Each party sends
an honesty message to party

Proof of Participation

Pj if it is not on its faulty list.

®* Qutput: Proof of
participation(PoP) =

PoP accumulation of >n/2 honesty

messages received.
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® Same security properties as
Proof of Participation Correct-or-Detect Broadcast

®* Only Parties with valid PoP
can participate

Correct-or-Detect
Broadcast[FNQO9] ®* d+5 rounds in total

'

y; € 10,1}, det; € {C,D}, f, C [n]
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Building Block 4: 1-Graded d-Detecting Agreement

* If all honest parties input the
same value v, they output

y=v,8 =1

* If an honest party outputs
g: = 0, honest parties detect
at least d malicious parties

* d + 5 round complexity

y, € 10,1}, g € {0,1}
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f/d iterations to
detect f parties

No

Round Complexity: d + S(f/d + 2)
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Building Block 1: 2-Graded d-Detecting Agreement

Grade booster
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Building Block 1: 2-Graded d-Detecting Agreement

* If all honest parties input the
same value v, they output

y, =V, 8 =2

* If an honest party outputs
2. < 2, honest parties detect
Grade booster at least d malicious parties

* d+ 9 round complexity

yi S {091}9 gi S {09192}
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V;, = common coin

Expected Round Complexity: O(1)
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Building Block 2: Byzantine Agreement

v, =y;ifg > 1

V;, = common coin

f/d iterations to t
, No
detect f parties

Worst-Case Round Complexity: d + 9(f/d + 2)



Thank you!



