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[BGG+18] Construction of Threshold Signatures

Building Blocks

Standard signature scheme (keys: sigvk, sigsk)
FHE scheme (keys: fpk, [ sk)

A Linear secret sharing scheme
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Let us consider 2-out-of-2 scheme. The adversary does not issue any key query
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