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e using Custom ZK proofs 2 phases — CRS + RO model
3 phases — CRS model

Open Problems —

e SCALES protocols with Guaranteed Output Delivery
e SCALES protocols in the RO model only (or in the plain model)
e SCALES from other hardness assumptions
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