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The SCALES Model
[TCC ’22]
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Approach 1: Generic SNARKs (CRS/RO model)

Expensive Prover 
Computation
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compute RGC = Rerand(GC; r’) RGC

  b ← {0,1}
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Case 1:  check if RGC correctly garbled from f

soundness ½

amplify by parallel repetition
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Thank You!
https://eprint.iacr.org/2024/383


