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» Run time is in the seconds (roughly linear in size of netlist)
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> Symmetric cryptography based on shift registers
» Side-channel protected implementation

» Actually finding unknown cryptography

» You have a real-world device to look at? Please reach out to us!

ﬁ Thank You!
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