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Adversary submits 7x and
spent = NO honest user receives ¢ coins
—> spent := spent + ¢

2. Winning Condition: spent > recelived = Adversary wins
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