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No Cloning Principle 
Impossible Classically!
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Collusion-Resistance

Unbounded Collusion-Resistance: Paramaters scale
poly-logarithmically with the number of users.
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● Various PKE-SKL Constructions
● Standard Assumptions

Completely Broken with Collusions

[AKN+23, BGK+24]:
● (Bounded + Unbounded) Collusion-Resistant Constructions

Bounded is Inefficient. Unbounded rely on FE/IO (Strong! Post-Quantum?) 

1) Correlate keys before deletion
2) Learn crucial classical info
3) Leave states undisturbed

Challenging Setting.
Provable-Security even more so!
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[KNP25]
Quantum Security of LWE-based 
ABE of [BGG+14].
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