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BBS Anonymous Credentials

Why BBS?

e multi-message signature
e compact public keys
o efficient signature and NIZKP
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Thank you for your attention!

to Eysa Lee for the Alice-and-Bobs illustrations
https://github.com/eysalee/alice-and-bobs/tree/main

and to the QUBIP European project for funding my trip here
QUBIP
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