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T-Spoon: Tightly Secure 2-Round 
Multi-Signatures with Key Aggregation
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Multi-Signatures
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Objectives

  This talk: Pairing-free,  
discrete logarithm setting
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Can we design such a tightly 
     secure 2-round MS?

What should we do?
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Comparison
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Response
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Our Results
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