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Private Information Retrieval and Search [GI’14, BGI’15, DPKY’20] 

Distributed Oblivious RAM [Ds’17 + follow-up work]

Preprocessing multi-party computation [BCGI’18 + follow-up work] 

More efficient secure computation [BGIK’21 + follow-up work]
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log(N) rounds of communication for domain of size N
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Goal
Get DPF keys for a point function with 

secret index                       .  
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Informal Theorem ([CMPR’23])
Existing homomorphic secret sharing schemes under DDH, DCR, QR, and LWE 
have input shares and memory shares where:

● Input shares are additively-homomorphic ciphertexts encrypted with key 
● Memory shares of      are additive secret shares of the tuple 

There exists a Mult algorithm that computes additive shares of the product 
between an input share and a memory share.
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Results

Still only modestly sublinear. Open problem:          or better

NIDPF with domain size N



Thank you! 
Email: 3s@mit.edu
ePrint: ia.cr/2025/095

http://eprint.iacr.org/2024/1079.pdf
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