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GENERAL INFORMATION: 
Original research papers on all technical aspects of public 
key cryptography are solicited for submission to PKC 
2009, the 12-th  International Workshop on Practice and 
Theory in Public Key Cryptography. 
 
SUBMISSION INSTRUCTIONS: 
Submissions must not substantially duplicate work that 
any of the authors has published in a journal or a confer-
ence/workshop with proceedings, or has submitted/ is 
planning to submit before the author notification deadline 
to other conferences/workshops that have proceedings. 
Parallel submissions will be immediately rejected and the 
names of the authors involved will be shared with other 
conference in the field. 
 
Each submission must be:  
• At most 14 pages, not including references and ap-

pendices, in 11pt font and with reasonable margins. 
• Intelligible and self-contained without appendices 

(reviewers are not required to read them). 
• Anonymous: no author names, affiliations, acknowl-

edgments, or obvious references. 
Submissions not meeting these criteria will be rejected. 
 
If a submission is accepted, one of the authors is expected 
to present the paper at the workshop.  Further submission 
instructions and an electronic submission portal are on 
the PKC’09 web page: http://www.ics.uci.edu/~pkc09/ 
The direct link to the submission server is: 
https://secure.iacr.org/websubrev/pkc2009/submit/. 
 
PROCEEDINGS: 
 
PKC’09 proceedings be published in Sprinter-Verlag 
LNCS Series and will be available at the conference. 


